**CONVENIO DE COOPERACIÓN ESPECÍFICA PARA EL INTERCAMBIO**

**DE ESTUDIANTES ENTRE LA UNIVERSIDAD …………..(PAÍS)**

**Y LA UNIVERSITAT DE BARCELONA (ESPAÑA)**

**REUNIDOS**

De una parte, el Dr. Raúl Ramos Lobo, Vicerrector de Política de Internacionalización de la Universitat de Barcelona, en nombre y representación de esta universidad, adoptado por resolución del Rector de fecha 08 de febrero de 2022, y en virtud de las competencias que le confiere el Estatuto de la Universidad de Barcelona aprobado por Decreto 246/2003, de 8 de octubre (DOGC nº 3993, de 22 de octubre).

Por otra parte, el Sr. ……….. (o el tratamiento protocolario que corresponda)

(Reproducir los datos que consten en el apartado anterior para el segundo firmante i para los siguientes: nombre y apellido, cargo, datos sobre el nombramiento y la denominación completa de la universidad o entidad).

Ambas partes, en ejercicio de las funciones que les han sido legalmente atribuidas, reconociéndose mutuamente la capacidad legal necesaria,

**MANIFIESTAN**

1. Que la UB, como institución pública que tiene encargado el servicio público de la educación superior mediante la investigación, la docencia y el estudio, tiene atribuida, entre otras, la función de colaborar con las administraciones públicas, instituciones y otras universidades con la finalidad de elaborar, participar y ejecutar planes y acciones que contribuyan al progreso de la ciencia, la difusión de la cultura y el desarrollo de la sociedad.
2. Que … añadir la finalidad, objetivo o interés de la otra parte

Y es por todo ello que acuerdan establecer un programa de intercambio de estudiantes entre la Facultad de …….. (indicar la facultad) de la Universitat de Barcelona, y la Facultad de …………… de la Universidad de ……….(indicar la facultad y la Universidad) para llevar a cabo estudios, tal y como establece el presente convenio, que se basará en las siguientes

**CLÁUSULAS**

**Primera**

Un máximo de ….. estudiantes de la UB por curso académico o un máximo de … estudiantes entre ambos semestres podrán seguir estudios de xxxxx (añadir el nivel educativo: grado y/o máster universitario) en la Universidad de ……….

Un máximo de …. estudiantes de la Universidad ……… por curso académico o un máximo de .... estudiantes entre ambos semestres podrán seguir estudios de xxxxx (añadir el nivel educativo: grado y/o máster universitario) en la UB.

Se revisarán anualmente el número de estudiantes intercambiados entre las dos instituciones. En caso de desequilibrio, se acordarán el número de plazas ofertadas por cada institución con el fin de mantener el equilibro a lo largo de todo el convenio.

**Segunda**

En caso de que una facultad establezca restricciones en el intercambio de estudiantes (por ejemplo, nota media mínima del expediente académico), esta deberá informar a la otra parte, con la suficiente antelación, para que pueda asegurar que los alumnos nominados cumplen los requisitos manifestados en el intercambio.

**Tercera**

Ambas partes deberán informar del nivel de idioma requerido con el fin de que los estudiantes puedan cursar las asignaturas en la universidad de acogida con total normalidad y sin ningún tipo de perjuicio.

El nivel de idioma requerido para los estudiantes acogidos en la Facultad de ………… de la UB, será como mínimo de ……….. (indicar nivel, según el marco europeo) en ……. (indicar idioma y especificar si hay algún otro nivel de idioma requerido)

El nivel de idioma requerido para los estudiantes acogidos en la Facultad de ………. de la Universidad ……. será como mínimo de ……….. (indicar nivel, según el marco Europeo) en ….. (indicar nivel, según el marco europeo) en ……… (indicar idioma).

**Cuarta**

Los estudiantes beneficiarios del intercambio pagarán su matrícula en la universidad de origen. La universidad receptora no cobrará matrícula.

**Quinta**

Los estudiantes serán seleccionados por sus respectivas universidades de origen, que decidirán si reúnen las condiciones de participación en el intercambio. El coordinador de cada universidad contactará con su homólogo para informarle de los estudiantes seleccionados para participar en el intercambio. El coordinador de la universidad de destino deberá confirmar la aceptación de los estudiantes propuestos. En el caso de la UB, esto se hará en el marco de la Normativa de movilidad internacional de estudios de la UB (Acuerdo del Consejo de Gobierno de la UB del 14 de junio de 2017).

En el caso de que el convenio contemple la movilidad a nivel de máster universitario, el estudiante preseleccionado por su universidad de origen deberá ser aceptado de acuerdo con los requisitos y especificaciones del programa de máster universitario de la universidad de acogida.

**Sexta**

El responsable de la coordinación del intercambio será, por parte de la Universidad de …………, …………. (especificar información) y por parte de la UB, el responsable de Relaciones Internacionales de la Facultad de ……. (Añadir contacto)

**Universidad de Barcelona (UB)**

Facultad de ….

Oficina de Relaciones Internacionales (ORI)

Dirección:

Teléfono:

Correo electrónico:

Página web:

**Universidad de ..............**

Facultad de ….

Oficina de Relaciones Internacionales (ORI)

Dirección:

Teléfono:

Correo electrónico:

Página web:

**Séptima**

Los estudiantes cursarán un programa académico aprobado por ambas instituciones. Cada estudiante cursará materias regulares ofrecidas por la institución de acogida.

El programa académico de cada alumno que participe en el programa de intercambio establecerá también el sistema de equivalencias entre las materias matriculadas en la universidad de origen y las cursadas en la universidad receptora, para el correspondiente reconocimiento de estudios y número de créditos cursados.

En la UB, un estudiante de grado a tiempo completo, se matricula de 23-30 créditos ECTS por semestre.

En la (nombre universidad), un estudiante de grado a tiempo completo, debe matricularse de …… cursos (indicar el sistema de créditos y/o número de asignaturas que acostumbran a cursar los estudiantes a tiempo completo, con el fin de establecer una equivalencia académica).

**Octava**

Los estudiantes de intercambio tendrán los mismos derechos y privilegios que el resto de estudiantes de la universidad de acogida. Los estudiantes que participen en el intercambio estarán sujetos a las mismas reglas, regulaciones y disciplina de la institución de acogida en la cual están inscritos.

**Novena**

En caso de que sea necesario, será responsabilidad del estudiante solicitar y recibir el visado de estudiante y los documentos necesarios para entrar en el país de la institución de acogida.

**Décima**

Todos los gastos de viaje y manutención serán responsabilidad de los estudiantes. Así mismo, antes de viajar, los estudiantes deberán contar con un seguro médico de cobertura amplia (incluidos accidentes y repatriación) **y si corresponde, de cobertura de responsabilidad civil que cubra todo el período de la estancia**.

(Indicar, si es el caso, que la universidad de acogida requiere que el estudiante suscriba un seguro obligatorio, siguiendo las normativas de su país.)

**Decimoprimera**

La institución de acogida ayudará, en la medida de sus posibilidades, a los estudiantes a encontrar alojamiento durante el periodo del intercambio.

**Decimosegunda**

La universidad de acogida enviará a la universidad de origen una transcripción oficial con las notas obtenidas por los estudiantes, una vez completado el periodo de intercambio.

**Decimotercera**

Ambas facultades expresan la voluntad de facilitar la movilidad de profesores con fines docentes y de investigación. Los profesores viajarán amparados por un seguro médico, de accidentes, repatriación y responsabilidad civil, que cubra su periodo de estancia en la universidad de acogida.

Todos los gastos vinculados a las movilidades (billetes de avión, alojamiento y manutención, seguro médico, de accidentes y repatriación, desplazamientos, visados, etc…) se financiarán a cargo de los profesores.

**Decimocuarta**

Se creará una Comisión de Seguimiento que estará formada por ….. representantes por parte de la Universitat de Barcelona, designados por el Rector, y por ….. representantes de ………. designados por …..…..….. (Contraparte).

Esta Comisión evaluará y coordinará las actividades y las relaciones que afecten a las dos instituciones, velará por el correcto desarrollo del contenido del convenio, realizará su seguimiento y, en su caso, resolverá las cuestiones de interpretación y cumplimiento que de éste puedan surgir”.

**Decimoquinta**

La firma del presente convenio no autoriza a ninguna de las partes a hacer uso del logo ni de la marca de la otra parte, salvo autorización expresa y por escrito de los órganos de gobierno de cada institución.

**Decimosexta**

Los responsables del tratamiento de los datos personales recogidos en el presente convenio de las personas representantes y de contacto que sea necesario tratar para ejecutar este convenio son cada una de las partes firmantes (y, en concreto, por lo que respecta a la Universitat de Barcelona lo es la Secretaria General). Los datos de contacto de los responsables del tratamiento son los siguientes:

* UB: Gran Via de les Corts Catalanes, 585, 08007 Barcelona; secretaria.general@ub.edu

………: Se deben indicar los datos de contacto en materia de protección de datos, que pueden ser los mismos que consten en el encabezamiento del convenio.

La finalidad del tratamiento de los datos personales es la gestión, seguimiento y ejecución del presente convenio. La base jurídica para el tratamiento de los datos personales, de acuerdo con el art. 19 de la Ley Orgánica de Protección de Datos y garantía de los derechos digitales, es el cumplimento de una misión realizada en interés público en el caso de los responsables del tratamiento del art. 77.1 de dicha ley, o la satisfacción de un interés legítimo del responsable del tratamiento en los otros casos. Los datos personales se conservarán durante el tiempo necesario para cumplir la finalidad para la cual han estado recogidas y para determinar las posibles responsabilidades que se pudieran derivar. No se prevé la cesión de datos a terceros, excepto obligación legal.

Las personas titulares de los datos tienen derecho a solicitar el acceso a sus datos, su rectificación, su supresión, oponerse a su tratamiento, y solicitar su portabilidad o la limitación del tratamiento, mediante escrito dirigido al responsable del tratamiento, a las direcciones indicadas anteriormente. Si consideran que sus derechos no se han atendido adecuadamente pueden comunicar-se con el delegado de protección de datos de las partes firmantes:

* UB: Gran Via de les Corts Catalanes, 585, 08007 Barcelona; protecciodedades@ub.edu
* ............. : Si la otra parte tiene designado un delegado de protección de datos, se deben incluir sus datos de contacto

Las personas titulares de los datos también pueden presentar una reclamación ante la autoridad de control de protección de datos competente.

Las partes se comprometen a facilitar el contenido de esta cláusula a las personas de contacto de su institución que participen en la ejecución de este convenio.

**Decimoséptima**

Este acuerdo entrará en vigor el día en que sea firmado y tendrá una vigencia de (a determinar como máximo 4 años). Antes de su finalización, las partes podrán prorrogarlo por escrito y de forma expresa, por un periodo máximo de hasta 4 años adicionales. No obstante, cualquiera de las partes puede comunicar a la otra, con un preaviso de seis meses y por escrito, su voluntad de rescindir el acuerdo.

Cualquiera de las universidades firmantes puede solicitar en todo momento la revisión de este acuerdo, que deberá efectuarse de común acuerdo por ambas universidades y con la conformidad de las instancias competentes.

En cualquier caso, la finalización del acuerdo no supondrá ningún obstáculo, en el caso de los estudiantes que estén realizando un intercambio, en lo que respecta a la continuación de sus estudios, estancias o trabajos en curso.

**Decimoctava**

Las partes se comprometen a intentar resolver amistosamente cualquier controversia que pueda surgir en la interpretación o cumplimiento de este convenio, a través de la Comisión de Seguimiento, antes de iniciar cualquier reclamación ante la jurisdicción que corresponda, ya sea ……. o española en función del origen del conflicto.

**Decimonovena**

Son causas de extinción del presente convenio:

1. El transcurso de la vigencia de este acuerdo.
2. El mutuo acuerdo entre las partes antes de finalizar el plazo establecido.
3. La imposibilidad sobrevenida legal o material de dar cumplimiento al objeto del convenio.
4. El incumplimiento grave y reiterado de cualquiera de las partes de alguna de las estipulaciones esenciales del convenio.

En este caso, cualquiera de las partes podrá notificar a la parte incumplidora un requerimiento para que cumpla con sus obligaciones. Este requerimiento será comunicado a la Comisión de Seguimiento.

Si transcurrido el plazo indicado en el requerimiento persiste el incumplimiento, el convenio se entenderá resuelto.

1. La denuncia de una de las partes, comunicada a la otra parte de forma expresa y por escrito, según se establece en la cláusula decimoséptima
2. Por decisión judicial declaratoria de la nulidad del convenio.
3. Cualquier otra que contemple la normativa de aplicación vigente.

**Vigésima**

El convenio suscrito podrá ser puesto a disposición de los ciudadanos en el correspondiente Portal de Transparencia en aplicación de lo dispuesto en la Ley 19/2014, de 29 de diciembre de transparencia, acceso a la información pública y buen gobierno y demás normativa de desarrollo de la misma.

Se firman dos originales del presente acuerdo, teniendo ambas la misma validez legal.

Barcelona, Ciudad,

Por la Universitat de Barcelona Por la Universidad………………….

Dr. Raúl Ramos Lobo Dr. …………..

Vicerrector de Política de Rector

Internacionalización,

Por delegación del rector

**ANEXO. Cláusulas contractuales tipo (Módulo uno) de acuerdo con el art. 46.2 c) del RGPD y de la Decisión de Ejecución (UE) 2021/914 de la Comisión de 4 de junio de 2021 relativa a las cláusulas contractuales tipo para la transferencia de datos personales a terceros países de conformidad con el Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo**

**SECCIÓN I**

*Cláusula 1*

***Finalidad y ámbito de aplicación***

1. La finalidad de estas cláusulas contractuales tipo es garantizar que se cumplan los requisitos que el Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de 27 de abril de 2016, relativo a la protección de las personas físicas en lo que respecta al tratamiento de datos personales y a la libre circulación de estos datos[[1]](#footnote-2) (Reglamento general de protección de datos), exige para la transferencia de datos personales a un tercer país.
2. Las partes:
3. la(s) persona(s) física(s) o jurídica(s), autoridad(es) pública(s), servicio(s) u organismo(s) (en lo sucesivo, «entidad» o «entidades») que va(n) a transferir los datos personales, enumerada(s) en el anexo I.A (cada una denominada en lo sucesivo «exportador de datos»), y
4. la(s) entidad(es) en un tercer país que va(n) a recibir los datos personales del exportador de datos directamente o indirectamente por medio de otra entidad que también sea parte en el presente pliego de cláusulas, enumerada(s) en el anexo I.A (cada una denominada en lo sucesivo «importador de datos»),

han pactado las presentes cláusulas contractuales tipo (en lo sucesivo, «pliego de cláusulas»).

1. El presente pliego de cláusulas se aplica a la transferencia de datos personales especificada en el anexo I.B.
2. El apéndice del presente pliego de cláusulas, que contiene los anexos que se citan en estas, forman parte del pliego.

*Cláusula 2*

***Efecto e invariabilidad de las cláusulas***

1. El presente pliego de cláusulas establece garantías adecuadas, incluidos derechos exigibles de los interesados y acciones judiciales eficaces, de conformidad con el artículo 46, apartado 1, y el artículo 46, apartado 2, letra c), del Reglamento (UE) 2016/679 y, en relación con las transferencias de datos de responsables a encargados o de encargados a otros encargados, de conformidad con las cláusulas contractuales tipo a que se refiere el artículo 28, apartado 7, del Reglamento (UE) 2016/679 siempre que no se modifiquen, salvo para seleccionar el módulo o módulos adecuados o para añadir o actualizar información del apéndice. Esto no es óbice para que las partes incluyan en un contrato más amplio las cláusulas contractuales tipo que contiene el presente pliego, ni para que añadan otras cláusulas o garantías adicionales siempre que no contradigan, directa o indirectamente, al presente pliego de cláusulas ni perjudiquen los derechos o libertades fundamentales de los interesados.
2. El presente pliego de cláusulas se entiende sin perjuicio de las obligaciones a las que esté sujeto el exportador de datos en virtud del Reglamento (UE) 2016/679.

*Cláusula 3*

***Terceros beneficiarios***

1. Los interesados podrán invocar, como terceros beneficiarios, el presente pliego de cláusulas contra el exportador y/o el importador de datos y exigirles su cumplimiento, con las excepciones siguientes.
2. Cláusulas 1, 2, 3, 6 y 7.
3. Cláusula 8: cláusula 8.5, letra e), y cláusula 8.9, letra b);
4. Cláusula 12: cláusula 12, letras a) y d);
5. Cláusula 13.
6. Cláusula 15.1, letras c), d) y e).
7. Cláusula 16, letra e).
8. Cláusula 18: cláusula 18, letras a) y b);
9. Lo dispuesto en la letra a) se entiende sin perjuicio de los derechos que el Reglamento (UE) 2016/679 otorga a los interesados.

*Cláusula 4*

***Interpretación***

1. Cuando en el presente pliego de cláusulas se utilizan términos definidos en el Reglamento (UE) 2016/679, se entiende que tienen el mismo significado que en dicho Reglamento.
2. El presente pliego de cláusulas deberá leerse e interpretarse con arreglo a las disposiciones del Reglamento (UE) 2016/679.
3. El presente pliego de cláusulas no se podrá interpretar de manera que entre en conflicto con los derechos y obligaciones establecidos en el Reglamento (UE) 2016/679.

*Cláusula 5*

***Jerarquía***

En caso de contradicción entre el presente pliego de cláusulas y las disposiciones de acuerdos conexos entre las partes que estuvieren en vigor en el momento en que se pactare o comenzare a aplicarse el presente pliego de cláusulas, prevalecerá el presente pliego de cláusulas.

*Cláusula 6*

***Descripción de la transferencia o transferencias***

Los datos de la transferencia o transferencias y, en particular, las categorías de datos personales que se transfieren y los fines para los que se transfieren se especifican en el anexo I.B.

*Cláusula 7*

***Cláusula de incorporación***

1. Cualquier entidad que no sea parte en el presente pliego de cláusulas podrá, previo consentimiento de todas las partes, adherirse al presente pliego de cláusulas en cualquier momento, ya sea como exportador de datos o como importador de datos, cumplimentando el apéndice y firmando el anexo I.A.
2. Una vez haya cumplimentado el apéndice y firmado el anexo I.A, la entidad que se adhiera se considerará parte en el presente pliego de cláusulas y tendrá los derechos y obligaciones de un exportador de datos o un importador de datos, según la categoría en la que se haya inscrito en el anexo I.A.
3. La entidad que se adhiera no adquirirá derechos y obligaciones del presente pliego de cláusulas derivados del período anterior a la adhesión.

**SECCIÓN II: OBLIGACIONES DE LAS PARTES**

*Cláusula 8*

***Garantías en materia de protección de datos***

El exportador de datos garantiza que ha hecho esfuerzos razonables para determinar que el importador de datos puede, aplicando medidas técnicas y organizativas adecuadas, cumplir las obligaciones que le atribuye el presente pliego de cláusulas.

**8.1. Limitación de la finalidad**

El importador de datos tratará los datos personales únicamente para los fines específicos de la transferencia indicados en el anexo I.B. Solo podrá tratar los datos personales con otros fines:

1. cuando haya recabado el consentimiento previo del interesado;
2. cuando sea necesario para la formulación, el ejercicio o la defensa de reclamaciones en el marco de procedimientos administrativos, reglamentarios o judiciales específicos;
3. cuando el tratamiento sea necesario para proteger intereses vitales del interesado o de otra persona física.

**8.2. Transparencia**

1. A fin de que los interesados puedan ejercer de forma eficaz los derechos que les otorga la cláusula 10, el importador de datos les informará, directamente o a través del exportador de datos:
2. de su identidad y datos de contacto;
3. de las categorías de datos personales tratados;
4. del derecho a solicitar una copia del presente pliego de cláusulas;
5. cuando tenga la intención de realizar transferencias ulteriores de los datos personales a terceros, del destinatario o de las categorías de destinatarios (según proceda con el fin de proporcionar información significativa), la finalidad de dicha transferencia ulterior y el motivo de la misma con arreglo a la cláusula 8.7.
6. Lo dispuesto en la letra a) no será de aplicación cuando el interesado ya disponga de la información (por ejemplo, si el exportador de datos ya ha proporcionado dicha información) o cuando la comunicación de dicha información resulte imposible o suponga un esfuerzo desproporcionado para el importador de datos. En este último caso, el importador de datos hará pública la información en la medida de lo posible.
7. Previa solicitud, las partes pondrán gratuitamente a disposición del interesado una copia del presente pliego de cláusulas, incluido el apéndice cumplimentado por las partes. En la medida en que sea necesario para proteger secretos comerciales u otro tipo de información confidencial, como datos personales, las partes podrán expurgar el texto del apéndice antes de compartir una copia, pero deberán aportar un resumen significativo si, de no hacerlo, el interesado no pudiere comprender el tenor del apéndice o ejercer sus derechos. Previa solicitud, las partes comunicarán al interesado los motivos del expurgo, en la medida de lo posible sin revelar la información expurgada.
8. Lo dispuesto en las letras a) a c) se entiende sin perjuicio de las obligaciones que los artículos 13 y 14 del Reglamento (UE) 2016/679 atribuyen al exportador de datos.

**8.3. Exactitud y minimización de datos**

1. Cada parte se asegurará de que los datos personales sean exactos y, cuando proceda, estén actualizados. El importador de datos adoptará todas las medidas razonables para que se supriman o rectifiquen sin dilación los datos personales que sean inexactos con respecto a los fines para los que se tratan.
2. Si una de las partes tiene conocimiento de que los datos personales que ha transferido o recibido son inexactos o han quedado obsoletos, informará de ello a la otra parte sin dilación indebida.
3. El importador de datos se asegurará de que los datos personales sean adecuados, pertinentes y limitados a lo necesario en relación con los fines del tratamiento.

**8.4. Limitación del plazo de conservación**

El importador de datos no conservará los datos personales más tiempo del necesario para los fines para los que se traten. Establecerá las medidas técnicas u organizativas adecuadas para garantizar el cumplimiento de esta obligación, como la supresión o anonimización[[2]](#footnote-3) de los datos y de todas las copias de seguridad al finalizar el período de conservación.

**8.5. Seguridad del tratamiento**

1. El importador de datos y, durante la transferencia, también el exportador de datos aplicarán medidas técnicas y organizativas adecuadas para garantizar la seguridad de los datos personales; en particular, la protección contra violaciones de la seguridad que ocasionen la destrucción, pérdida o alteración accidental o ilícita de datos personales, o la comunicación o acceso no autorizados a dichos datos (en lo sucesivo, «violación de la seguridad de los datos personales»). A la hora de determinar un nivel adecuado de seguridad, tendrán debidamente en cuenta el estado de la técnica, los costes de aplicación, la naturaleza, el alcance, el contexto y los fines del tratamiento, y los riesgos que entraña el tratamiento para el interesado. Las partes deberán considerar, en particular, el cifrado o la seudonimización, especialmente durante la transmisión, si de este modo se puede cumplir la finalidad del tratamiento.
2. Las partes han pactado las medidas técnicas y organizativas que figuran en el anexo II. El importador de datos llevará a cabo controles periódicos para garantizar que estas medidas sigan proporcionando un nivel de seguridad adecuado.
3. El importador de datos garantizará que las personas autorizadas para tratar los datos personales se hayan comprometido a respetar la confidencialidad o estén sujetas a una obligación de confidencialidad de naturaleza estatutaria.
4. En caso de violación de la seguridad de datos personales tratados por el importador de datos en virtud del presente pliego de cláusulas, el importador de datos adoptará medidas adecuadas para ponerle remedio y, en particular, medidas para mitigar los posibles efectos negativos.
5. En caso de violación de la seguridad de los datos personales que sea probable que entrañe un riesgo para los derechos y libertades de las personas físicas, el importador de datos lo notificará sin dilación indebida tanto al exportador de datos como a la autoridad de control competente con arreglo a la cláusula 13. Dicha notificación contendrá i) una descripción de la naturaleza de la violación (en la que figuren, cuando sea posible, las categorías y el número aproximado de interesados y registros de datos personales afectados), ii) las consecuencias probables, iii) las medidas adoptadas o propuestas para poner remedio a la violación de la seguridad y iv) los datos de un punto de contacto en el que pueda obtenerse más información. En la medida en que el importador de datos no pueda proporcionar toda la información al mismo tiempo, podrá hacerlo por fases sin más dilaciones indebidas.
6. En caso de violación de la seguridad de los datos personales que sea probable que entrañe un riesgo elevado para los derechos y libertades de las personas físicas, el importador de datos también notificará sin dilación indebida a los interesados la violación de la seguridad de los datos personales y su naturaleza —en caso necesario con la colaboración del exportador de datos— junto con la información a que se refiere la letra e), incisos ii) a iv), a menos que dicha notificación suponga un esfuerzo desproporcionado o que el importador de datos haya aplicado medidas para reducir significativamente el riesgo para los derechos o libertades de las personas físicas. En este último caso, el importador de datos realizará una comunicación pública o adoptará una medida semejante para informar al público de la violación de la seguridad de los datos personales.
7. El importador de datos documentará todos los hechos pertinentes relacionados con la violación de la seguridad de los datos personales, como sus efectos y las medidas correctivas adoptadas, y llevará un registro de las mismas.

**8.6. Datos sensibles**

En la medida en que la transferencia incluya datos personales que revelen el origen étnico o racial, las opiniones políticas, las convicciones religiosas o filosóficas, o la afiliación sindical, datos genéticos o datos biométricos dirigidos a identificar de manera unívoca a una persona física, datos relativos a la salud o datos relativos a la vida sexual o la orientación sexual de una persona física, o datos relativos a condenas o infracciones penales (en lo sucesivo, «datos sensibles»), el importador de datos aplicará restricciones específicas y/o garantías adicionales adaptadas a la naturaleza específica de los datos y el riesgo de que se trate. Una de estas puede ser, por ejemplo, la reducción del personal autorizado a acceder a los datos personales, medidas de seguridad adicionales (como la seudonimización) y/o restricciones adicionales con respecto a la comunicación ulterior.

**8.7. Transferencias ulteriores**

El importador de datos no comunicará los datos personales a terceros situados fuera de la Unión Europea[[3]](#footnote-4) (en el mismo país que el importador de datos o en otro tercer país; en lo sucesivo, «transferencia ulterior») a menos que el tercero esté vinculado por el presente pliego de cláusulas o consienta a someterse a este, con elección del módulo correspondiente. De no ser así, el importador de datos solo podrá efectuar una transferencia ulterior si:

1. esta va dirigida a un país sobre el que haya recaído una decisión de adecuación, con arreglo al artículo 45 del Reglamento (UE) 2016/679, que abarque la transferencia ulterior;
2. el tercero aporta de otro modo garantías adecuadas, con arreglo a los artículos 46 o 47 del Reglamento (UE) 2016/679, respecto del tratamiento en cuestión;
3. el tercero suscribe un instrumento vinculante con el importador de datos que garantice el mismo nivel de protección de datos que el del presente pliego de cláusulas, y el importador de datos entrega una copia de estas garantías al exportador de datos;
4. si es necesario para la formulación, el ejercicio o la defensa de reclamaciones en el marco de procedimientos administrativos, reglamentarios o judiciales específicos;
5. si es necesario para proteger intereses vitales del interesado o de otra persona física; o
6. de no concurrir las demás condiciones, el importador de datos ha recabado el consentimiento expreso del interesado para una transferencia ulterior en una situación específica, tras haberle informado de su finalidad, de la identidad del destinatario y de los posibles riesgos de dicha transferencia para el interesado debido a la falta de garantías adecuadas en materia de protección de datos. En este caso, el importador de datos informará al exportador de datos y, a petición de este, le remitirá una copia de la información proporcionada al interesado.

La validez de las transferencias ulteriores depende de que el importador de datos aporte las demás garantías previstas en el presente pliego de cláusulas y, en particular, la limitación de la finalidad.

**8.8. Tratamiento bajo la autoridad del importador de datos**

El importador de datos se asegurará de que las personas que actúen bajo su autoridad, especialmente el encargado, solo trate los datos siguiendo instrucciones del importador de datos.

**8.9. Documentación y cumplimiento**

1. Las partes deberán poder demostrar el cumplimiento de las obligaciones derivadas del presente pliego de cláusulas. En particular, el importador de datos conservará suficiente documentación de las actividades de tratamiento que se realicen bajo su responsabilidad.
2. El importador de datos pondrá dicha documentación a disposición de la autoridad de control competente previa solicitud.

*Cláusula 10*

***Derechos del interesado***

1. El importador de datos, en su caso con la asistencia del exportador de datos, tramitará, sin dilación indebida y como tarde en un plazo de un mes desde la recepción de la consulta o solicitud, las consultas y solicitudes que reciba de interesados en relación con el tratamiento de sus datos personales y el ejercicio de los derechos que les otorga el presente pliego de cláusulas[[4]](#footnote-5). El importador de datos adoptará medidas adecuadas para facilitar dichas consultas y solicitudes y el ejercicio de los derechos de los interesados. Toda la información que se proporcione a los interesados deberá ser inteligible y de fácil acceso, con un lenguaje claro y sencillo.
2. En particular, el importador de datos deberá, a petición del interesado y de forma gratuita:
3. confirmar al interesado si se están tratando datos personales que le conciernan y, en su caso, proporcionar una copia de los datos que le conciernan, así como la información que figura en el anexo I; si los datos personales han sido o serán ulteriormente transferidos, información sobre los destinatarios o las categorías de destinatarios (según proceda, con vistas a proporcionar información significativa) a los que se haya realizado o vaya realizarse la transferencia ulterior de los datos personales, la finalidad de dichas transferencias ulteriores y su motivo de conformidad con la cláusula 8.7; e información sobre el derecho a presentar una reclamación ante una autoridad de control en virtud de la cláusula 12, letra c), inciso i);
4. rectificar los datos inexactos o incompletos relativos al interesado;
5. suprimir los datos personales relativos al interesado si dichos datos se están tratando o han sido tratados en contravención de cualquiera de las cláusulas que garantizan los derechos de terceros beneficiarios o si el interesado retira el consentimiento en que se basa el tratamiento.
6. Cuando el importador de datos trate los datos personales con fines de mercadotecnia directa, dejará de tratarlos para tales fines si el interesado se opone a ello.
7. El importador de datos no tomará una decisión, basándose únicamente en el tratamiento automatizado de los datos personales transferidos («decisión automatizada»), que produzca efectos jurídicos para el interesado o le afecte de forma igualmente significativa, salvo con el consentimiento expreso del interesado o si así lo autoriza el Derecho del país de destino, siempre que dicho Derecho disponga medidas adecuadas para garantizar los intereses legítimos y los derechos del interesado. En este caso, el importador de datos, con la colaboración del exportador de datos cuando sea necesario:
8. informará al interesado de la decisión automatizada prevista y de las consecuencias previstas, así como de la lógica aplicada; y
9. aplicará garantías adecuadas, como mínimo permitiendo al interesado impugnar la decisión, expresar su punto de vista y solicitar una revisión por parte de un ser humano.
10. Cuando las solicitudes de un interesado sean excesivas, especialmente debido a su carácter repetitivo, el importador de datos podrá establecer una tasa razonable en función del coste administrativo que implique la concesión de la solicitud o negarse a actuar respecto de la solicitud.
11. El importador de datos podrá denegar la solicitud de un interesado cuando ello esté permitido con arreglo al Derecho del país de destino y sea necesario y proporcionado en una sociedad democrática para salvaguardar uno de los objetivos enumerados en el artículo 23, apartado 1, del Reglamento (UE) 2016/679.
12. Si el importador de datos pretende denegar la solicitud de un interesado, le informará de los motivos de la denegación y de la posibilidad de presentar una reclamación ante la autoridad de control competente o de ejercitar una acción judicial.

*Cláusula 11*

***Reparación***

1. El importador de datos informará a los interesados, de forma transparente y en un formato de fácil acceso, mediante notificación individual o en su página web, del punto de contacto autorizado para tramitar reclamaciones. Este tramitará con presteza las reclamaciones que reciba de los interesados.
2. En caso de litigio entre un interesado y una de las partes en relación con el cumplimiento del presente pliego de cláusulas, dicha parte hará todo lo posible para resolver amistosamente el problema de forma oportuna. Las partes se mantendrán mutuamente informadas de tales litigios y, cuando proceda, colaborarán para resolverlos.
3. El importador de datos se compromete a aceptar, cuando el interesado invoque un derecho de tercero beneficiario con arreglo a la cláusula 3, la decisión del interesado de:
4. presentar una reclamación ante la autoridad de control del Estado miembro de su residencia habitual o su lugar de trabajo o ante la autoridad de control competente con arreglo a la cláusula 13;
5. ejercitar una acción judicial en el sentido de la cláusula 18.
6. Las partes aceptan que el interesado pueda estar representado por una entidad, organización o asociación sin ánimo de lucro en las condiciones establecidas en el artículo 80, apartado 1, del Reglamento (UE) 2016/679.
7. El importador de datos acepta acatar las resoluciones que sean vinculantes con arreglo al Derecho aplicable de la UE o del Estado miembro de que se trate.
8. El importador de datos acepta que la elección del interesado no menoscabe sus derechos sustantivos y procesales a obtener reparación de conformidad con el Derecho aplicable.

*Cláusula 12*

***Responsabilidad***

1. Cada parte será responsable ante la(s) otra(s) de cualquier daño y perjuicio que le(s) cause por cualquier vulneración del presente pliego de cláusulas.
2. Cada parte será responsable ante el interesado; el interesado tendrá derecho a que se le indemnice por los daños y perjuicios materiales o inmateriales que la parte ocasione al interesado por vulnerar los derechos de terceros beneficiarios que deriven del presente pliego de cláusulas. Ello se entiende sin perjuicio de la responsabilidad que le atribuye el Reglamento (UE) 2016/679 al exportador de datos.
3. Cuando más de una parte sea responsable de un daño o perjuicio ocasionado al interesado como consecuencia de una vulneración del presente pliego de cláusulas, todas las partes responsables serán responsables solidariamente.
4. Las partes acuerdan que, si una parte es considerada responsable con arreglo a la letra c), estará legitimada para exigir a la otra parte la parte de la indemnización correspondiente a su responsabilidad por el daño o perjuicio.
5. El importador de datos no puede alegar la conducta de un encargado o subencargado del tratamiento para eludir su propia responsabilidad.

*Cláusula 13*

***Supervisión***

1. La autoridad de control responsable de garantizar que el exportador de datos cumpla el Reglamento (UE) 2016/679 en cuanto a la transferencia de los datos, indicada en el anexo I.C, actuará como autoridad de control competente.
2. El importador de datos da su consentimiento a someterse a la jurisdicción de la autoridad de control competente y a cooperar con ella en cualquier procedimiento destinado a garantizar el cumplimiento del presente pliego de cláusulas. En particular, el importador de datos se compromete a responder a consultas, someterse a auditorías y cumplir las medidas adoptadas por la autoridad de control y, en particular, las medidas correctivas e indemnizatorias. Remitirá a la autoridad de control confirmación por escrito de que se han tomado las medidas necesarias.

**SECCIÓN III: DERECHO DEL PAÍS Y OBLIGACIONES EN CASO DE ACCESO POR PARTE DE LAS AUTORIDADES PÚBLICAS**

*Cláusula 14*

***Derecho y prácticas del país que afectan al cumplimiento de las cláusulas***

1. Las partes aseguran que no tienen motivos para creer que el Derecho y las prácticas del tercer país de destino aplicables al tratamiento de los datos personales por el importador de datos, especialmente los requisitos para la comunicación de los datos personales o las medidas de autorización de acceso por parte de las autoridades públicas, impidan al importador de datos cumplir las obligaciones que le atribuye el presente pliego de cláusulas. Dicha aseveración se fundamenta en la premisa de que no se oponen al presente pliego de cláusulas el Derecho y las prácticas que respeten en lo esencial los derechos y libertades fundamentales y no excedan de lo que es necesario y proporcionado en una sociedad democrática para salvaguardar uno de los objetivos enumerados en el artículo 23, apartado 1, del Reglamento (UE) 2016/679.
2. Las partes declaran que, al aportar la garantía a que se refiere la letra a), han tenido debidamente en cuenta, en particular, los aspectos siguientes:
3. las circunstancias específicas de la transferencia, como la longitud de la cadena de tratamiento, el número de agentes implicados y los canales de transmisión utilizados; las transferencias ulteriores previstas; el tipo de destinatario; la finalidad del tratamiento; las categorías y el formato de los datos personales transferidos; el sector económico en el que tiene lugar la transferencia; el lugar de almacenamiento de los datos transferidos;
4. el Derecho y las prácticas del tercer país de destino —especialmente las que exijan comunicar datos a las autoridades públicas o autorizar el acceso de dichas autoridades— que sean pertinentes dadas las circunstancias específicas de la transferencia, así como las limitaciones y garantías aplicables[[5]](#footnote-6);
5. las garantías contractuales, técnicas u organizativas pertinentes aportadas para complementar las garantías previstas en el presente pliego de cláusulas, especialmente incluidas las medidas aplicadas durante la transferencia y el tratamiento de los datos personales en el país de destino.
6. El importador de datos asegura que, al llevar a cabo la valoración a que se refiere la letra b), ha hecho todo lo posible por proporcionar al exportador de datos la información pertinente y se compromete a seguir colaborando con el exportador de datos para garantizar el cumplimiento del presente pliego de cláusulas.
7. Las partes acuerdan documentar la evaluación a que se refiere la letra b) y ponerla a disposición de la autoridad de control competente previa solicitud.
8. El importador de datos se compromete a notificar con presteza al exportador de datos si, tras haberse vinculado por el presente pliego de cláusulas y durante el período de vigencia del contrato, tiene motivos para creer que está o ha estado sujeto a normativa o prácticas que no se ajustan a los requisitos de la letra a), incluso a raíz de un cambio de la normativa en el tercer país o de una medida (como una solicitud de comunicación) que indique una aplicación de dicha normativa en la práctica que no se ajuste a los requisitos de la letra a).
9. De realizarse la notificación a que se refiere la letra e) o si el exportador de datos tiene motivos para creer que el importador de datos ya no puede cumplir las obligaciones que le atribuye el presente pliego de cláusulas, el exportador de datos determinará con presteza las medidas adecuadas (por ejemplo, medidas técnicas u organizativas para garantizar la seguridad y la confidencialidad) que deberán adoptar el exportador de datos y/o el importador de datos para poner remedio a la situación. El exportador de datos suspenderá la transferencia de los datos si considera que no hay garantías adecuadas o si así lo dispone la autoridad de control competente. En este supuesto, el exportador de datos estará facultado para resolver el contrato en lo que se refiera al tratamiento de datos personales en virtud del presente pliego de cláusulas. Si el contrato tiene más de dos partes contratantes, el exportador de datos solo podrá ejercer este derecho de resolución con respecto a la parte pertinente, a menos que las partes hayan acordado otra cosa. En caso de resolución del contrato en virtud de la presente cláusula, será de aplicación la cláusula 16, letras d) y e).

*Cláusula 15*

***Obligaciones del importador de datos en caso de acceso por parte de las autoridades públicas***

**15.1. Notificación**

1. El importador de datos se compromete a notificar con presteza al exportador de datos y, cuando sea posible, al interesado (de ser necesario, con la ayuda del exportador de datos) si:
2. recibe una solicitud jurídicamente vinculante de comunicación de datos personales transferidos con arreglo al presente pliego de cláusulas presentada por una autoridad pública (sobre todo, judicial) en virtud del Derecho del país de destino; dicha notificación contendrá información sobre los datos personales solicitados, la autoridad solicitante, la base jurídica de la solicitud y la respuesta dada; o
3. tiene conocimiento de que las autoridades públicas han tenido acceso directo a los datos personales transferidos con arreglo al presente pliego de cláusulas en virtud del Derecho del país de destino; dicha notificación incluirá toda la información de que disponga el importador de datos.
4. Si se prohíbe al importador de datos enviar la notificación al exportador de datos y/o al interesado en virtud del Derecho del país de destino, el importador de datos se compromete a hacer todo lo posible para obtener una dispensa de la prohibición, con el fin de comunicar toda la información disponible y lo antes posible. El importador de datos se compromete a documentar las actuaciones que realice a tal fin para poder justificar su diligencia si se lo pide el exportador de datos.
5. En la medida en que lo permita el Derecho del país de destino, el importador de datos se compromete a proporcionar al exportador de datos, a intervalos regulares durante el período de vigencia del contrato, la mayor cantidad posible de información pertinente sobre las solicitudes recibidas (en particular, el número de solicitudes, el tipo de datos solicitados, la autoridad o autoridades solicitantes, la impugnación de las solicitudes, el resultado de tales impugnaciones, etc.).
6. El importador de datos se compromete a conservar la información a que se refieren las letras a) a c) durante el período de vigencia del contrato y a ponerla a disposición de la autoridad de control competente previa solicitud.
7. Las letras a) a c) se entenderán sin perjuicio de la obligación del importador de datos, contemplada en la cláusula 14, letra e), y en la cláusula 16, de informar con presteza al exportador de datos cuando no pueda dar cumplimiento al presente pliego de cláusulas.

**15.2. Control de la legalidad y minimización de datos**

1. El importador de datos se compromete a controlar la legalidad de la solicitud de comunicación y, en particular, si la autoridad pública solicitante está debidamente facultada para ello, así como a impugnar la solicitud si, tras una valoración minuciosa, llega a la conclusión de que existen motivos razonables para considerar que la solicitud es ilícita con arreglo al Derecho del país de destino, incluidas las obligaciones aplicables en virtud del Derecho internacional y los principios de cortesía internacional. El importador de datos agotará, en las mismas condiciones, las vías de recurso. Al impugnar una solicitud, el importador de datos instará la aplicación de medidas cautelares para suspender los efectos de la solicitud hasta que la autoridad judicial competente se haya pronunciado sobre el fondo. No comunicará los datos personales solicitados hasta que se lo exija la normativa procesal aplicable. Estos requisitos se entienden sin perjuicio de las obligaciones que la cláusula 14, letra e), atribuye al importador de datos.
2. El importador de datos se compromete a documentar sus valoraciones jurídicas y las impugnaciones de solicitudes de comunicación y a poner dicha documentación a disposición del exportador de datos en la medida en que lo permita el Derecho del país de destino. También pondrá dicha documentación a disposición de la autoridad de control competente previa solicitud.
3. El importador de datos se compromete a proporcionar la mínima información posible al responder a las solicitudes de comunicación, basándose en una interpretación razonable de la solicitud.

**SECCIÓN IV: DISPOSICIONES FINALES**

*Cláusula 16*

***Incumplimiento de las cláusulas y resolución del contrato***

1. El importador de datos informará con presteza al exportador de datos en caso de que no pueda dar cumplimiento al presente pliego de cláusulas por cualquier motivo.
2. En caso de que el importador de datos incumpla las obligaciones que le atribuye el presente pliego de cláusulas, el exportador de datos suspenderá la transferencia de datos personales al importador de datos hasta que se vuelva a garantizar el cumplimiento o se resuelva el contrato. Lo anterior se entiende sin perjuicio de la cláusula 14, letra f).
3. El exportador de datos estará facultado para resolver el contrato en lo que se refiera al tratamiento de datos personales en virtud del presente pliego de cláusulas cuando:
4. el exportador de datos haya suspendido la transferencia de datos personales al importador de datos con arreglo a la letra b) y no se vuelva a dar cumplimiento al presente pliego de cláusulas en un plazo razonable y, en cualquier caso, en un plazo de un mes a contar desde la suspensión;
5. el importador de datos vulnere de manera sustancial o persistente el presente pliego de cláusulas; o
6. el importador de datos incumpla una resolución vinculante de un órgano jurisdiccional o autoridad de control competente en relación con las obligaciones que le atribuye el presente pliego de cláusulas.

En este supuesto, informará a la autoridad de supervisión competente de su incumplimiento. Si el contrato tiene más de dos partes contratantes, el exportador de datos solo podrá ejercer este derecho de resolución con respecto a la parte pertinente, a menos que las partes hayan acordado otra cosa.

1. Los datos personales que se hayan transferido antes de la resolución del contrato con arreglo a la letra c) deberán, a elección del exportador de datos, devolverse inmediatamente al exportador de datos o destruirse en su totalidad. Lo mismo será de aplicación a las copias de los datos. El importador de datos acreditará la destrucción de los datos al exportador de datos. Hasta que se destruyan o devuelvan los datos, el importador de datos seguirá garantizando el cumplimiento con el presente pliego de cláusulas. Si el Derecho del país aplicable al importador de datos prohíbe la devolución o la destrucción de los datos personales transferidos, el importador de datos se compromete a seguir garantizando el cumplimiento del presente pliego de cláusulas y solo tratará los datos en la medida y durante el tiempo que exija el Derecho del país.
2. Ninguna de las partes podrá revocar su consentimiento a quedar vinculada por el presente pliego de cláusulas si: i) la Comisión Europea adopta una decisión de conformidad con el artículo 45, apartado 3, del Reglamento (UE) 2016/679 que regule la transferencia de datos personales a los que se aplique el presente pliego de cláusulas; o ii) el Reglamento (UE) 2016/679 pasa a formar parte del ordenamiento jurídico del país al que se transfieren los datos personales. Ello se entiende sin perjuicio de otras responsabilidades que sean de aplicación al tratamiento en cuestión en virtud del Reglamento (UE) 2016/679.

*Cláusula 17*

***Derecho aplicable***

El presente pliego de cláusulas se regirá por el Derecho de uno de los Estados miembros de la Unión Europea, siempre que dicho Derecho admita la existencia de derechos de los terceros beneficiarios. Las partes acuerdan que sea el Derecho de España.

*Cláusula 18*

***Elección del foro y jurisdicción***

1. Cualquier controversia derivada del presente pliego de cláusulas será resuelta judicialmente en un Estado miembro de la Unión Europea.
2. Las partes acuerdan que sean los órganos jurisdiccionales de España.
3. Los interesados también podrán ejercer acciones judiciales contra el exportador de datos y/o el importador de datos en el Estado miembro en el que el interesado tenga su residencia habitual.
4. Las partes acuerdan someterse a la jurisdicción de dicho Estado miembro.

**APÉNDICE**

NOTA ACLARATORIA:

Se debe poder distinguir claramente la información aplicable a cada transferencia o categoría de transferencias y, por tanto, determinar la función o funciones respectivas de las partes en cuanto exportador(as) de datos y/o importador(as) de datos. No es imprescindible cumplimentar y firmar apéndices separados por cada transferencia o categoría de transferencias y/o relación contractual si se puede lograr un nivel de transparencia equivalente cumplimentando un solo apéndice. No obstante, cuando sea necesario para garantizar claridad suficiente, deben utilizarse apéndices separados.

**ANEXO I**

1. **LISTA DE PARTES**

**Exportador(es) de datos**: *[Identidad y datos de contacto del exportador o exportadores de datos y, en su caso, del delegado de protección de datos de este o estos y/o del representante en la Unión Europea]*

1. **Nombre:** Universidad de Barcelona

**Dirección:** Gran Via de les Corts Catalanes, 585, 08007 Barcelona, España

**Nombre, cargo y datos de contacto de la persona de contacto:**

Dr. Raul Ramos, Vicerector de Política de Internacionalización

**Actividades relacionadas con los datos transferidos en virtud del presente pliego de cláusulas:** intercambio de profesores, investigadores y personal; intercambio de estudiantes; investigación colaborativa y reuniones académicas conjuntas; intercambio de información académica, publicaciones y materiales; y otras actividades acordadas por las dos partes en el marco del acuerdo de cooperación sobre intercambio de estudiantes entre las partes.

Firma y fecha: Ver convenio.

Función (responsable/encargado): Responsable del tratamiento

**Importador(es) de datos**: *[Identidad y datos de contacto del importador o importadores de datos, incluida cualquier persona de contacto responsable de la protección de los datos]*

1. Nombre: …

Dirección: …

Nombre, cargo y datos de contacto de la persona de contacto: ……

Actividades relacionadas con los datos transferidos en virtud del presente pliego de cláusulas: intercambio de profesores, investigadores y personal; intercambio de estudiantes; investigación colaborativa y reuniones académicas conjuntas; intercambio de información académica, publicaciones y materiales; y otras actividades acordadas por las dos partes en el marco del acuerdo de cooperación sobre intercambio de estudiantes entre las partes.

Firma y fecha: Ver convenio.

Función (responsable/encargado): Responsable del tratamiento.

1. **DESCRIPCIÓN DE LA TRANSFERENCIA**

*Categorías de interesados cuyos datos personales se transfieren*

Profesorado y personal que participe en la ejecución del objeto del convenio, y estudiantes, profesorado y personal que participe en los programas de movilidad.

*Categorías de datos personales transferidos*

Datos identificativos; datos de características personales; datos de circunstancias sociales; datos académicos y profesionales; datos económicos-financieros y de seguros.

*Datos sensibles transferidos (si procede) y restricciones o garantías aplicadas que tengan plenamente en cuenta la naturaleza de los datos y los riesgos que entrañan, como, por ejemplo, la limitación estricta de la finalidad, restricciones de acceso (incluido el acceso exclusivo del personal que haya hecho un curso especializado), un registro del acceso a los datos, restricciones a transferencias ulteriores o medidas de seguridad adicionales.*

Datos relativos a la salud.

*La frecuencia de la transferencia (por ejemplo, si los datos se transfieren de una vez o de forma periódica).*

Los datos serán transferidos mientras el presente convenio esté en vigor.

*Naturaleza del tratamiento*

El tratamiento incluye la recogida, registro, estructuración, alteración, almacenamiento, consulta y comunicación de los datos, cuando sea necesario.

*Finalidad(es) de la transferencia y posterior tratamiento de los datos*

Gestionar la movilidad de los estudiantes. No se prevén tratamientos posteriores de los datos.

*El plazo durante el cual se conservarán los datos personales o, cuando eso no sea posible, los criterios utilizados para determinar este plazo*

Los datos serán conservados por las partes de conformidad con las obligaciones establecidas por sus respectivas normativas nacionales.

*En caso de transferencia a (sub)encargados, especifíquese también el objeto, la naturaleza y la duración del tratamiento*

No se aplica.

1. **AUTORIDAD DE CONTROL COMPETENTE**

*Indíquese la autoridad o autoridades de control competentes de conformidad con la cláusula 13*

Autoritat Catalana de Protecció de Dades ([www.apdcat.cat](http://www.apdcat.cat))

**ANEXO II. MEDIDAS TÉCNICAS Y ORGANIZATIVAS, EN ESPECIAL MEDIDAS TÉCNICAS Y ORGANIZATIVAS PARA GARANTIZAR LA SEGURIDAD DE LOS DATOS**

NOTA ACLARATORIA:

Las medidas técnicas y organizativas deben describirse de manera concreta y no de manera genérica. Véase también el comentario general de la primera página del apéndice, especialmente en cuanto a la necesidad de indicar claramente qué medidas se aplican a cada transferencia o conjunto de transferencias.

***Archivo y almacenamiento de documentación en papel****: El almacenamiento de los soportes o documentos se realizará de acuerdo con los criterios previstos en su respectiva legislación. Estos criterios deben garantizar la correcta conservación de los documentos, la localización y consulta de la información y posibilitar el ejercicio de los derechos de oposición al tratamiento, acceso, rectificación y cancelación. Los armarios u otros elementos en los que se almacenen los ficheros con datos personales deberán estar protegidos con puertas de acceso equipadas con sistemas de apertura con llave u otro dispositivo equivalente. Los armarios u otros elementos deben permanecer cerrados cuando no se requiera el acceso a los documentos incluidos en el archivo.*

***Gestión de soportes y documentos****: Cuando los datos personales sean almacenados en dispositivos portátiles o tratados fuera de las instalaciones del responsable del tratamiento será necesario adoptar las medidas de seguridad suficientes para garantizar la integridad, confidencialidad y disponibilidad de los datos. En la transferencia de documentación se tomarán las medidas necesarias para evitar el robo, pérdida o acceso indebido a la información durante su transporte. Siempre que se vaya a descartar algún documento o soporte que contenga datos personales, éste deberá ser destruido o borrado, mediante la adopción de medidas encaminadas a impedir el acceso a la información contenida en el mismo o su posterior recuperación. Cualquier archivo temporal o copia de trabajo será eliminado o destruido una vez que deje de ser necesario para los fines que motivaron su creación.*

***Control de acceso****: Los usuarios tendrán acceso únicamente a aquellos recursos que necesiten para el desarrollo de sus funciones. El responsable del tratamiento adoptará las medidas necesarias para que el personal conozca de forma comprensible las normas de seguridad que afecten al desarrollo de sus funciones así como las consecuencias en las que podría incurrir en caso de incumplimiento.*

***Registro y notificación de incidencias****: Debe existir un procedimiento de notificación y gestión de las incidencias que afecten a los datos personales y establecer un registro en el que se registre el tipo de incidencia, el momento en que ha ocurrido, o en su caso, la detectada, la persona quién realiza la notificación, a quién se comunica, los efectos que se habrían derivado de la misma y las medidas correctoras aplicadas.*

***Identificación y autenticación****: El responsable del tratamiento establecerá un mecanismo que permita la identificación inequívoca y personalizada de todos aquellos usuarios que intenten acceder al sistema de información y la verificación de que están autorizados. Cuando el mecanismo de autenticación se basa en la existencia de contraseñas, estas deben cumplir requisitos mínimos de complejidad y deben cambiarse al menos cada 6 meses. El responsable del tratamiento establecerá un mecanismo que limite la posibilidad de intentar repetidamente el acceso no autorizado al sistema de información.*

***Copias de seguridad****: Se deben establecer procedimientos de acción para realizar copias de seguridad al menos semanalmente, a menos que no haya habido actualización de los datos en ese período. Asimismo, se establecerán procedimientos para la recuperación de los datos que garanticen en todo momento su reconstrucción en el estado en el que se encontraba al momento de la pérdida o destrucción.*

1. Cuando el exportador de datos sea un encargado del tratamiento sujeto al Reglamento (UE) 2016/679 que actúe por cuenta de una institución u organismo de la Unión como responsable del tratamiento, se considera que la utilización del presente pliego de cláusulas al recurrir a otro encargado (subtratamiento) no sujeto al Reglamento (UE) 2016/679 también garantiza el cumplimento del artículo 29, apartado 4, del Reglamento (UE) 2018/1725 del Parlamento Europeo y del Consejo, de 23 de octubre de 2018, relativo a la protección de las personas físicas en lo que respecta al tratamiento de datos personales por las instituciones, órganos y organismos de la Unión, y a la libre circulación de esos datos, y por el que se derogan el Reglamento (CE) n.o 45/2001 y la Decisión n.o 1247/2002/CE (DO L 295 de 21.11.2018, p. 39), en la medida en que estén armonizados el presente pliego de cláusulas y las obligaciones en materia de protección de datos que imponga el contrato u otro acto jurídico celebrado entre el responsable y el encargado con arreglo al artículo 29, apartado 3, del Reglamento (UE) 2018/1725. Este será el caso, en particular, cuando el responsable y el encargado del tratamiento se basen en las cláusulas contractuales tipo incluidas en la Decisión 2021/915. [↑](#footnote-ref-2)
2. Para ello es necesario anonimizar los datos de tal manera que nadie pueda identificar a la persona, de conformidad con el considerando 26 del Reglamento (UE) 2016/679, y que este proceso sea irreversible. [↑](#footnote-ref-3)
3. El Acuerdo sobre el Espacio Económico Europeo (en lo sucesivo, el «Acuerdo EEE») dispone la ampliación del mercado interior de la Unión Europea a los tres Estados del EEE (Islandia, Liechtenstein y Noruega). La legislación de la Unión sobre protección de datos y, en particular, el Reglamento (UE) 2016/679 están cubiertos por el Acuerdo EEE y han sido incorporados al anexo XI del mismo. Por lo tanto, toda comunicación del importador de datos a un tercero situado en el EEE no puede considerarse una transferencia ulterior a efectos del presente pliego de cláusulas. [↑](#footnote-ref-4)
4. Dicho plazo podrá prorrogarse por un máximo de dos meses adicionales en caso necesario, teniendo en cuenta la complejidad y el número de solicitudes. El importador de datos informará debidamente y con prontitud al interesado de cualquier prórroga de este tipo. [↑](#footnote-ref-5)
5. Por lo que se refiere al efecto de dicho Derecho y prácticas en el cumplimiento del presente pliego de cláusulas, a la hora de realizar una valoración integral de esta cuestión pueden tenerse en cuenta distintos aspectos. Uno de estos aspectos puede ser que haya experiencia práctica pertinente y documentada en casos anteriores de solicitudes de comunicación por parte de las autoridades públicas, o la ausencia de tales solicitudes, en un período suficientemente representativo. Con esto se quiere decir, en particular, los registros internos u otra documentación elaborados de forma continua con la diligencia debida y certificados en los niveles más altos de la dirección siempre que esta información pueda compartirse legalmente con terceros. Cuando se use esta experiencia práctica para llegar a la conclusión de que el importador de datos no tendrá impedimento para cumplir el presente pliego de cláusulas, deberá estar respaldada por otros elementos pertinentes y objetivos; corresponde a las partes valorar minuciosamente si la suma de estos factores es suficientemente determinante, en términos de fiabilidad y representatividad, para respaldar esta conclusión. En particular, las partes deben tener en cuenta si su experiencia práctica está corroborada y no se ve desmentida, por información que sea fiable y de dominio público o accesible de cualquier otro modo acerca de la existencia o ausencia de solicitudes en el mismo sector o acerca de la aplicación de la normativa de que se trate en la práctica, como jurisprudencia e informes de organismos de supervisión independientes. [↑](#footnote-ref-6)